1. Préparation des VMs

Teste si ta machine peut atteindre un autre ordinateur ou serveur sur le réseau. Cela
permet de vérifier que ta connexion Internet ou réseau fonctionne.
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Met a jour la liste des paquets disponibles et leurs versions depuis les dépbts configurés
sur ta machine. Cela permet a ton systéme de savoir quelles sont les derniéres versions
disponibles des logiciels avant de les installer ou les mettre a jour.

update

Met a jour tous les paquets installés sur la machine vers leurs derniéres versions
disponibles (celles obtenues aprés apt update ). Cela corrige les bugs, failles de
sécurité et ajoute parfois des fonctionnalités aux logiciels installés.

upgrade

2.1 Installation de HAProxy

Installer le paquet qui correspond au service de HAProxy avec la commande :

haproxy



2.2 Configuration du service HAProxy

Allez dans le dossier haproxy avec la commande :
/etc/haproxy/

Ensuite copier le fichier de configuration existant du service HAProxy par sécurité avec la
commande :

haproxy.cfg haproxy.cfg.bak

3.1 Configuration du fichier du service HAProxy

Ce rendre dans le dossier haproxy.cfg
/etc/haproxy/haproxy.cfg

Ensuite dans le champ blind renseigne l'adresse IP du service HAproxy ainsi que son
numeéro de port d'écoute :

listen HaProxy
172.20.10.10:80

mode http

balance roundrobin



option httpclose
option forwardfor

GHU nano 8.4 setcs/haproxyshaproxy.cfe

3. Ensuite on sauvegarde avec la touche ctrl o -> Entrée et ctrl x.

4. Enfin on utilise la commande haproxy —-c —f pour vérifier que la syntaxe du fichier est
correcte.

haproxy /etc/haproxy/haproxy.cfg



